My Drive — S3 bucket

One S3 bucket is required by My Drive to store files and configuration files.
Open AWS S3 service web-page interface
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Name ry AWS Region v Access v Creation date v
Block Public Access settings for
this account No buckets
¥ Storage Lens You don't have any buckets.

Dashboards Create bucket

AWS Organizations settings
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Press “Create bucket”
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Buckets Create bucket

Access Points Buckets are containers for data stored in §3. Learn more [
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General configuration
Access analyzer for 53

Bucket name

Block Public Access settings for webdrivess

this account Bucket name must be unique and must nat contain spaces or uppercase letters. See rules for bucket naming [}

¥ Storage Lens AWS Region

Dashboards EU (Frankfurt) eu-central-1 v

AWS Organizations settings
Copy settings from existing bucket - optional
Only the bucket settings in the following configuration are copied.

Feature spotlight

P AWS Marketplace for S3

Block Public Access settings for this bucket

Public access is granted to buckets and objects through access control lists (ACLs), bucket policies, access point policies, or all. In order to
ensure that public access to this bucket and its objects is blocked, turn on Block all public access. These settings apply only to this bucket
and its access points. AWS recommends that you turn on Block all public access, but before applying any of these settings, ensure that your




Write the bucket name.
It is unique, AWS will ask if it is already taken.
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Block Public Access settings for this bucket

Public access is granted to buckets and objects through access control lists (ACLs), bucket policies, access point policies, or all. In order to
Buckets ensure that public access to this bucket and its objects is blacked, turn on Block all public access. These settings apply only to this bucket

and its access points. AWS recommends that you turn on Block all public access, but before applying any of these settings, ensure that your
Access Points applications will work correctly without public access. If you require some level of public access to this bucket or abjects within, you can

customize the individual settings below to suit your specific storage use cases. Learn more E
Object Lambda Access Points

Batch Operations Block all public access

Access analyzer for 53 Turning this setting on is the same ngs are independent of one another

urning on all four sett ow. Each of the folls

Block Public Access settings for
this account
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Bucket Versioning

Versioning is a means of keeping multiple variants of an object in the same bucket. You can use versioning to preserve, retrieve, and restore

Block all public access — true;
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Bucket Versioning
Versioning is a means of keeping multiple variants of an object in the same bucket. You can use versioning to preserve, retrieve, and restore
Buckets every version of every object stored in your Amazon 53 bucket. With versioning, you can easily recover from both unintended user actions

and application failures. Learn more [7
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Object Lambda Access Points Bucket Versioning

Batch Operations © Disable
Access analyzer for 53 Enable
Block Public Access settings for Tags (0, _ optIonal

this account
Track storage cost or other criteria by tagging your bucket. Learn more Z

¥ Storage Lens
Dashbeards Mo tags associated with this bucket.

AWS Organizations settings

Feature spotlight

Default encryption
Automatically encrypt new objects stored in this bucket. Learn more E
» AWS Marketplace for $3

Server-side encryption

English (U 2 Amazon Web Services, Inc. or its affilia All rights reserved. cy Terms

Disable Versioning — true;
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Amazon S3 b4 Track storage cost or other criteria by tagging your bucket. Learn more E

Buckets No tags associated with this bucket

Access Points

Object Lambda Access Points
Batch Operations

Access analyzer for 53 .
Y Default encryption

Automatically encrypt new objects stored in this bucket. Learn more E

Block Public Access settings for
this account Server-side encryption
© Disable

Enable
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Storage Lens
Dashboards
AWS Organizations settings

» Advanced settings

Feature spotlight

(@ After creating the bucket you can upload files and folders to the bucket, and configure additional bucket settings.

P AWS Marketplace for S3

Cancel Create bucket

Disable default encryption — true;
(My Drive uses it’s own encryption for this bucket)
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Successfully created bucket "webdrive9s" View details X
Y

To upload files and folders, or to configure additional bucket settings choose View details.
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Object Lambda Access Points

Batch Operations Buckets (1)

Access analyzer for 53 Buckets are containers for data stored in 53. Learn more [7]

Create bucket
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¥ Storage Lens Name & AWS Region Access Creation date
Dashboards webdrivess EU (Frankfurt) eu- Bucket and objects not April 18, 2021, 08:14:57
central-1 public (UTC+03:00)

AWS Organizations settings
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It is done.



Notes:



